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1. Introduction

This document contains information about the TSG SA#77 outcome on SA3 submissions and information on SA.
The SA#77 documents and report can be found at the following URL: 

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_77/
The RAN#77 documents and report can be found at the following URL:
http://www.3gpp.org/ftp/tsg_ran/TSG_RAN/TSGR_77/
The CT#77 documents and report can be found at the following URL:

http://www.3gpp.org/ftp/tsg_ct/TSG_CT/TSGC_77_Sapporo/
The SA3 status report to SA#77 (SP-170633) is attached. 

2. SA#77 Outcome of SA3 and SA3-LI Submissions

All SA3 and SA3-LI contributions were approved except for SA3-LI CR pack SP-170706 where 4 CRs were postponed (as mentioned in SP-170745) and the rest 2 were approved. Postponed CRs are 253 and 370 for Rel-13 (TSs 33.107 and 33.108 respectively) and their mirrors 254 and 371 for Rel-14. CRs 250 for TS 33.107 Rel-13 and its mirror 251 for Rel-14 were approved.
SP-170636 “New Study on security aspect of 5G Network Slicing Provisioning” was approved. This study is dependent on work items in SA5 for Rel-15 thus any input from SA3 should be completed in Rel-15 time-frame. Note that study in SA5 is already concluded and TR approved.
3. General and Actions
SA report to RAN is available in SP-170753.

Endorsed guidance to SA2 on choice of alternatives for untrusted non-3GPP access registration is available in SP-170782. Following proposals were endorsed:

· SA3 continues to evaluate the alternative solutions and informs, when there are any security concerns that would make a selection of a solution by SA2 unnecessary. Further, any new solution alternatives evaluated and considered valid solution alternatives by SA3 should be also submitted to SA2 in time.
· Any solution alternatives that SA3 considers as feasible from security perspective are expected to be submitted by Oct 13th for selection during SA2#123, which is before the usual submission deadline.
On the LS between SA1 and SA3 regarding “secure platform requirements”, SP-170672 and SP-170670 from SA3 and SA1 respectively: The decision in SA plenary was that this is a normal SA3 and SA1 alignment activity where SA3 takes care of security aspects and SA1 that of services. Based on this, progress / agreements in SA3 from security perspective could lead to proposals for changes in SA1 TS such as modification or removal of text.
SP-170709 on change in name of Mission Critical (MC) related specifications led to lot of discussion. Task being to decide the new name of TSes and details of tasks to be done by WGs involved. This will also mean that the scope of TSes should be revisited. Decision by SA is endorsed in SP-170812.
SP-170758 is an incoming LS from 5G Automotive Association (5GAA) asking 3GPP to do application layer work. Response can be found in SP-170781.
SA2 report (SP-170712):

· Alternatives for untrusted non-3GPP access registration voting planned in SA2#123
· TS 23.501 and TS 23.502 sent for information 
· A new TS planned on policy framework
SP-170783, endorsed, is guidance based on SP-170777 on SA2 activity prioritization.
SP-170755, although noted due to procedural reasons, TR 23.722 on Northbound interface API study (FS_CAPIF) is completed and a WID is proposed in SP-170798. Implications on on-going 5G work is still not studied thus this does not impact SBA work in SA2.
CT report to SA (SP-170794), note the following:

· 5G specification numbers are agreed

· 5G SBA conclusions for Rel-15 (CT4)

· 4G + 5G NAPS / API (CT3) agreements
RAN report to SA (SP-170776): All architecture options remain within the scope of the NR WID (June 2018) 

· All architecture options in scope of the NR WID continue to be worked on 

· Option-3 family (non-standalone) is the focus until December 2017 

· Option-2 (standalone) has best effort focus until December 2017, and afterwards with priority until June 2018
4. Approved WIDs and SIDs with Security Aspects
This is a list of approved WIDs / SIDs which could lead to future SA3 work.
SA1:

SP-170702
New WID on Study on using Satellite Access in 5G (FS_5GSAT)

SP-170704
New WID on Study on 5G message service for MIoT (FS_5GMSG)

SP-170800
New WID on Feasibility Study on Business Role Models for Network Slicing (FS_BMNS)

SA2:
SP-170789
Updated WID for 5GS_Ph1 to add a new policy framework TS

SP-170739
Updated WID for PS Data Off Feature Phase 2

SP-170811
New WID (BB) on EPC support for E-UTRAN URLLC 



Note: Objective c in SP-170741 might be brought as a separate SID
SP-170740
New WID on Unlicensed spectrum offloading system enhancements

SP-170742
New SID on Cellular IoT support and evolution for the 5G System

SA6:

SP-170686
Revised WID on MBMS usage for mission critical communication services

SP-170798
New WID on Common API Framework for 3GPP Northbound APIs
SP-170756
New WID on Application Architecture for the Mobile Communication System for Railways (stage 2)
5. Release Deadlines
See SP-170787.
Rel-14:

· Stage 1: Freezing date March 2016

· Stage 2: Freezing date September 2016

· Stage 3: Freezing date March 2017

· ASN.1 freeze: Target date June 2017

Rel-15 (aka "5G phase 1"):

· Stage 1 freeze: June 2017

· Stage 2 freeze: December 2017

· Stage 3 5G Non-Stand Alone (NSA) Radio  freeze: December 2017

· Stage 3 (other aspects) freeze: June 2018

· ASN-1 freeze: Sept 2018 (milestone: 5G NR NSA by Mar. 2018)
Rel-16 (aka "5G phase 2") tentative:

· Stage 1 freeze: Dec 2018

· Stage 2 freeze: June 2019

· Stage 3 freeze: Dec 2019

· ASN-1 freeze: Mar 2020[image: image1.jpg]Y
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